Your data. Your choices. Our Tools.

Discover what organizations know about you & erase any data you no longer want them to have. All in a few clicks.
81% of people are certain that they do not control the dissemination of their personal data online.

67% of Europeans are concerned about the lack of control over data on the Internet.

Digital privacy was included in Gartner’s top 10 strategic technology trends for 2019.

- Autonomous Things
- Digital Twin
- Blockchain
- Augmented Analytics
- Empowered Edge
- Smart Spaces
- AI-Driven Development
- Immersive Experience
- Quantum Computing
- Privacy and Ethics
LEGAL BOT

Legal Support In Sending GDPR Requests

With a click of button, the user can launch the Legal Bot, which will automatically create deletion («right to be forgotten») requests for them.

1. The deletion request is created
2. The request is sent from the user’s name
3. The countdown timer starts (30 days for a response)
4. The company processes & responds to the request
5. A complaint is filed with a data protection authority
6. The authority issues a fine or blocks the website

Users may select any company from any list and send them a request to get a copy of all the data they hold about them and/or a request to have all their personal data be deleted.

There are three main types of lists:

1. Custom – the list of companies manually added by the user
2. Email – the list of companies created using the Click & Delete feature, which imports information from the user’s email inbox
3. From Audit – the list of companies that the user chooses to add from their search audit report using the “about me” button

The other lists on the page are default recommendations that are sorted by type and are regularly updated by the development team.

A separate page is created for each request and a countdown timer is added to the request. Each company has 30 days to reply to the user.

If a company replies to the user and requests additional information or an action from the user, the timer is paused until the action is completed.

The bot processes the company’s response, adds relevant comments and conducts a KYC verification when needed.

This page contains all requests created by the user and their relevant statuses.

These requests can be filtered by their current status.
CLICK & DELETE
The quickest & simplest way to send removal requests

Discover what accounts and services you have signed up for by scanning your email inbox.

Send removal requests to the companies you no longer want to have your data.

The Click & Delete feature is the quickest and simplest way for users to send personal data removal requests.

To launch the feature, the user must first select which type of Gmail account they would like to connect. After selecting an account, the system will then ask for permission to access their email.

The Click & Delete scan does NOT send any of the user's data to our servers. It is run only in the user's browser and is active only for one session.

At this point, the user is able to review the text of the request that will be sent to the selected companies. After clicking "Send Request", the requests are sent to the selected companies.

No further support is provided after the requests are sent. If a user wishes to receive legal assistance and additional support, they will need to send the requests via the Legal Bot.

After the user grants Click & Delete access to their email, the system finds websites/services that the user has previously registered with and generates a list of all these companies.
Automatic search for personal data on the public web

Before you can remove your personal data from the internet, you need to know who has it and where it is being exposed.

That’s why we developed an automated search system that locates your personal data online.

How It Works

Each audit report summarizes the results of a search audit and contains (publicly available) information found about the user online via various websites and databases.

If any of the information in the report is not about the user, they can click “not about me” and the data will be hidden from the report. Alternatively, the user can mark a piece of information as being about them by clicking “about me”. Clicking on this button will add a blue checkmark next to relevant piece of information and add the data source to the “from audit” list.

The user can then contact these data sources with requests to receive copies of the personal data the company holds about them and/or have the company delete their personal data.

Reports are automatically and permanently deleted 15 days after they are created. Users can also download a report or delete it at any time.

At the bottom of each report, there is also an option to rate the accuracy and quality of its results.
Saves users’ time and effort in exercising their personal data protection rights.

**What we provide**

- Automatic search for the user’s personal data online
- Support in communicating with businesses (legal bot)
- Send complaints to the regulator regarding a company’s unfounded denial and / or failure

**Privacy Audit Services**

Based on ML / NLP

- These can be companies identified through the audit or that the user identifies on their own.
- Support in communicating with companies in order to access the data that the company has about user
- Complaints

**SIGNIFICANTLY SAVES TIME**

Privacy Audit saves users’ time and effort in exercising their personal data protection rights.
Who We Are

We are a start-up project dedicated to helping individuals gain control over how their personal data is stored and shared online.

We believe that all users have the right to control their personal data online, and our mission is to provide people with tools that will enable them to fully exercise their right to protect their personal data.

Additionally, we aim to make the process of personal data collection by businesses more transparent, so that individuals clearly know who, why and how is using their data.

We believe that a balance between all online participants can be achieved, and our goal is to develop innovative projects to achieve this.

We are a participant of the Kaspersky Lab Incubator (located in Russia).

Let’s talk?
info@undatify.me